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Technology Neutrality in Internet, Telecoms and Data Protection 
Regulation l 
This articlc examines thc mcaning of"tcchnology ncutrality" for Internet, telecom and data protection 
regulation. Performance standards are a form of technologically neutral regulation because they givc 
companies flexibility to adopt the technology oftheir choice lo achieve the outcome defined by the 
standard. Technology neutrality al so refcrs to regulatory principies that apply toa broad range of activity 
and do not depcnd on technological "silos". Final! y, technology neutrality means that regulators should 
not t1y to shapc thc markel by imposing technological choices. 

Right Click. Delete ... Evidence Tampering? 5 
The advent of social media has signifieantly changed the way in which people interact; we now chal, 
flirt and apply for jobs from behind the keyboards of our mobile devices. This is no surprisc considering 
how many Facebook and Twitter users there are alone. In South A frica, thcre are currently 9.4 mi ilion 
active Facebook users (that is the same as the number of cars on South African roads), 5.5 mi ilion active 
Twitter users and 2.7 mi ilion active Linkedln users. In fact, many ofyou rcading this will be connectcd 
lo al least one of thcse social networks. However, are you aware of the possible consequences of your 
conduct? 

Si te Blocking and the Future of Online Brand Protection: Cartier v BSkyB 7 
This article considers the High Court ruling in Cartier lnternational AG v British Sky Broadcasting Ltd 
that trade mark owners can secure court orders requiring ISPs ro block websites that infringe trade mark 
rights by sclling countcrfcit goods online. 

Software Piracy: Courts are Coming Down Hard on Software lnfringers in 
lndia-"Entire Premises Sealed" lO 
The lndianjudiciary, especially the Dclhi High Court, has often grantcd a range ofremedies along with 
damages, ex parte ad interim injunctions, etc. in respect of proceedings concerning software piracy 
infringement. Most of the remedies are equitable in na tu re, as the courts mostly exercise their discretion 
while granting thcse reliefs. In a typical software piracy matter, an cnd-user is found to be using software 
programs ofthe software publishers without any licence or with insubstantialliccnces as compared with 
thc deployment or usage of such software products. The courts ha ve also been upfront in providing 
rcliefs that are based upon a sound perccption ofthe faets and issucs in question. 

Virtualldentities and the GOV.UK Verify Hub 12 
Government services are increasingly being provided digitally to improvc their efficieney and 
eonvcniencc. ldcntity vcrification is an importan! element and thc Government has cstablished a new 
vcrifieation scrvicc providcd by private service companies. Proccssing of personal information by 
business and Govcrnment raises lcgi timate issues ofprivacy and data security. How docs the new service 
address thcsc issues? 

Case Study: Limiting ICT B2B Liabilities under New NZ Law 14 
A claim against a multinational lCT supplier by an English eity council is a great example of how the 
ncw Fair Trading Act lcgislation could affect NZ ICT suppliers. 

EU or US: Which Has More Actual Privacy? 16 
This articlc challcnges the conventional wisdom that actual privacy levels are higher in the EU than in 
the US. lt contends that omnibus laws are not necessarily more effective than sectoral laws; that 
intelligence survcillance is more controlled by thc US than by othcr governments; that criticism ofSafe 
Harbor is misdirected; and that thc most effcctive privacy practices have emanated from, and are still 
more prevalen! in, North Amcrica. 
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EC Computing, Telecommunications and Related Measures N-1 

US Federal Computing, Telecommunications and Related Measures N- 17 
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