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Technological Problems? 149 
This article considers the emergen ce of the phenomenon of big data and how it poses difficulties for 
informed consent under data protection law, particular! y in the context ofthe Web and mobile applications. 
lt is argued that thc cfficacy of informed consent whcn used in these contexts is extreme! y limited, and 
that this, in turn, reprcsents an encroachment on the autonomy of the individual. A variety of options 
for legislative reform pertaining to the proteetion of autonomy in the online environment are eonsidered, 
as are an arra y of teehnologieal empowerment tools which purport to aehieve the same objeetive. The 
article concludes by suggesting a eyber-libertarian approach premised on teehnological empowerment 
solutions, market forces , educational endeavours, publie pressure and the adoption of standards 
encouraging best praetiees asan embryonic altcrnativc to regulating online data exchanges through 
top-down paternalistic regulatory controls. 
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The article gives a bird 's cyc view ofthe converged rcgulatory regimes existing in various countries 
across the globe, thereby drawing a sharp distinction between the regulatory regimes existing in India 
vis-a-vis in other countries such as thc UK, US, South Korea, to quote sorne. The article further discusscs 
the move from a highly fragmented and regulated regime to a mcdium regulated regime, through the 
adoption ofthc Communication Convergencc Bill2001 in India. However, the Bill has still not scen 
the light ofthe day, but ifadopted in its existing form it will detinitely pave a way for making a "Digital 
India". 
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The terms "virtual currency" and "Bitcoins" particularly ha ve gained a lot of media attention and the 
interest of customcrs. India ranks among one of the top 30 countries to use Bitcoins and to download 
the software. Howevcr, many peoplc still find it difficult to use and are unable to interpret its real 
advantage. They are unawarc ofthe legal issues and losses Bitcoin trading may lead to. Although many 
countries have taken actions against the currency, India has nol concludcd anything on Bitcoin regulation. 
This article explains why virtual currencies need to be regulatcd, examining the various frauds that ha ve 
occurred. The articlc al so considers frameworks in other eountries and propases a structured trading 
platform for this mathematical currency. The businesses in volved in trading need to be registered and 
required to meet striet record maintenance and audits. 
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of Having to Unwittingly Litigate before Courts in Un familiar Jurisdictions 
When Things Go Wrong 173 
The CJEU has passed judgmcnt on an issue which has far-reaching ramifications for those doing business 
online in Europe. Following the CarsOnTheWeb case, E-tai lers are urged to urgen ti y check the mechanics 
by which terms are accepted in "cl ick wrap" agreements, making small but importan! adjustments as 
necessary, to avoid having to unwittingly litigate before courts in unfamiliar jurisdictions when things 
go wrong. 
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search cngincs within the ambit ofthe right. This critique ofthc post-Costeja González paradigm 
highlights the barriers to and thc counterintuitive outeomes of the implementation of the right. The 
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implementation and applieation. The potential eonfliet ofthe right with other fundamental rights sueh 
as free speeeh, media and privaey has led to the fear of eensorship and exploitation of the right. The 
laek of a proper "removal request" adjudieating institution has al so lcd to m u eh anxicty about thc request 
assessment proeedures. This article reeommends numerous legislative and administrative measures that 
need to be undertaken in order to ensure proper and effíeient implementation of the right. There is a 
necd for the establishment of an indcpendent adjudieating and monitoring body for the righl. The 
formation of proper judging eriteria, including the definition of essential faetors, their interpretations 
and the use of spceific tests, are al so neeessary in order to ensure a fa ir, effieient and standardised system 
of implementation . 
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