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Confirmation that Mere Registration of Famous Trade Marks as Domain 
N ames Amounts to Passing Off 53 
In Yoyo.email Ltd v Royal Bank of Scotland Group Pie the High Court struck out a claim by a fonner 
registran! ofthe domain names rbsbank.email, rbs.cmail, natwest.email and eoutts.email for a declaration 
that he had been guilty ofno wrongdoing. The court also confinned that the mere registration ofa 
distinctive domain name amountcd to actionable passing off. 

Mobile Payments Law and Regulation in New Zealand (Part 2): Cybersecurity 
Risks & Loss of Privacy 56 
Continuing our series on mobile payments, this article discusses the enormity of cybersecurity risk and 
Ioss of privacy, and what todo about it. Given that hackers were able to access 83 mi Ilion household 
and small business accounts vi a JPMorgan Chasc & Co, banks and other mobile participants are not 
immune from this threat. In this article wc refer to intemational payment best practiee standards, including 
the Payment Card Industry's Data Security Standard (PCI DSS), a central fcaturc of mobile payments. 

Electronic Tax Declaration in the Jordanian Legislation 61 
This article discusses the cxtcnt of success that the Jordanian Govemment has achicvcd through 
implementing the electronic taxation declaration system. lt al so addresses the clements of success of 
the projcct that the Government should implement to ensure its application. This article is an endeavour 
lo highlight the pros and cons for thc curren! Jordanian electronic taxation filing system, a long with the 
challcnges and barriers that are facing the lcgislator from more than one perspectivo. The article concludes 
that ifthe Jordanian legislator adopts the clcctronic taxation filing systcm it should be encircled by 
certain clements lo enhance the existing system, which has led the authors to submit sorne 
recommendations to strengthen the Jordanian cxperience. 

Notification of Personal Data Breaches under Luxembourg Law 65 
lf curren ti y in Luxembourg thcrc is not (yet) a general obligation for data controllcrs to notif)r data 
sccurity breaches, there exists an obligation on electronic communications scrvicc providers to notif)r 
the authoritics of a personal data breach 

ALEXCRAVEROANDPETERDALTON Digital Asset Theft: Cybersecurity 66 
This article, which is the sccond in a series offour articlcs that examine the legal and practica! response 
to digital asset risks, Iooks at preventative steps that can be taken to minimise thc risk of a successful 
cyberattack, and rcactionary steps that can be takcn following a succcssful cybcrattack to mitigate and 
minimise loss and damagc. 

MARK HEANEY AND JANET STRATH Wait 'til the Midnight Hour: That's when Prior Art Comes Tumbling 
Down 76 

Special Briefing 
CARO UNE O'DOHERTY 

This article explores the first decision in thc Unwired Planet v Huawei and Samsung technical trials, 
which is ofparticular interest owing to the Patcnt Court's findings in rclation to the effcct ofpublication 
on the interne! of a potentially novelty-destroying document which would ha ve been availablc to the 
public where, in certain arcas of the world, thc date it was available was the da y befo re the priority 
document was filed. 

Online Trade Mark and Copyright lnfringement lnjunctions: lmplications 
for ISPs, Site Owners and IPR Owners 79 
Thc Copyright, Designs and Patcnts Act 1988, togcthcr with the Senior Courts Act 1981 and UK case 
law, now pcnnit injunctions to be brought against third partics in rcspect of online tradc marks as well 
as copyright infringement. What are the implications for !SPs, si te operators and intcllectual property 
right owners, particularly in relation to copyright and tradc mark infringements? 
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